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NOTICE OF COLLECTION OF PERSONAL INFORMATION 
 
Your privacy is important to us.  This Notice of Collection of Personal Information (“Notice”) 
supplements the information contained in the California Consumer Privacy Policy of Nuvision Credit 
Union and its subsidiaries (collectively, “Nuvision,” “we,” “us,” or “our”) and applies solely to visitors, 
users, and others who are residents of the State of California (“consumers” or “you”). We adopt this 
notice to comply with the California Consumer Privacy Act of 2018 (“CCPA”) as amended by the 
California Privacy Rights Act of 2020 and other California privacy laws.  Any terms defined in the 
CCPA have the same meaning when used in this notice.  This Notice provides a summary of how 
we collect, use and share your personal information.  We encourage you to read our California 
Consumer Privacy Policy, which is available online at https://nuvisionfederal.com/disclosures/ccpa/ 
 

Collection of Personal Information and Sensitive Personal Information  

In the last 12 months, we have collected the following categories of personal information about 
you based on your specific transactions and interactions with us or our website. For each 
category of information, the categories of third parties and service providers to whom we have 
disclosed the information in the last 12 months are referenced by a letter that coincides with the 
letter in the list of categories of service providers and third parties that follows soon after this 
table. 
 
Category Examples 

Personal Identifiers  
Name, alias, social security number, date of birth, driver’s license 
or state identification card number, passport number. 

Contact Information 
Home, postal or mailing address, email address, home phone 
number, cell phone number. 

Account Information 

Username and password for Nuvision accounts and systems, and 
any required security or access code, password, security 
questions, or credentials allowing access to your Nuvision 
accounts. 

Protected Classifications 
Race, ethnicity, national origin, sex, gender, , age, disability, 
military status, familial status, union membership. 

Commercial Transactional 
Data 

Information regarding products or services provided, purchasing 
history. 

Biometric Data Fingerprints, facial recognition 

Internet Network and 
Computer Activity 

Date and time of your visit to this website; webpages visited; links 
clicked on the website; browser ID; browser type; device ID; 
operating system; form information downloaded; domain name 
from which our site was accessed; internet or other electronic 
network activity information related to usage of Nuvision 
networks, servers, intranet, or shared drives, including system and 
file access logs, security clearance level, browsing history, search 
history, and usage history. 

Geolocation Data IP address and/or GPS location, latitude & longitude.  

https://nuvisionfederal.com/disclosures/ccpa/
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Mobile Device Data 

Information collected when you navigate, access or use any of our 
websites via mobile device, including device type, software type; 
data identifying your device if you access our business networks 
and systems. including cell phone make, model, and browser type.  

Financial / Employment 
Data  

Information collected through credit or financing applications, 
including employment history, company name, role, salary, dates 
of employment, bank accounts, income sources.  

Online Portal and Mobile 
App Access and Usage 
Information 

Username and password, account history, usage history, file 
access logs, and security clearance level. 

 
We may collect your personal information for the following business purposes: 

1. To fulfill or meet the purpose for which you provided the information. 
2. To process and submit financing applications, including to apply for credit, or credit pre-

qualification. 
3. To process, complete, and maintain records on transactions. 
4. To provide Debt Protection, Guaranteed Asset Protection (GAP), or Mechanical Breakdown 

Protection  coverage on loan products you are enrolled in.  
5. To retain your selection for Text opt in/opt out to ensure members and consumers who 

opted out are not sent any text messages. 
6. To schedule, manage and keep track of member, consumer, or applicant appointments. 
7. To complete appraisals. 
8. To maintain records of when  members or consumers decline a product or service. 
9. To respond to consumer inquiries, including requests for information, member support 

online, during phone calls, and in-branch inquiries. 
10. To provide interest-based and targeted advertising. 
11. To improve the user experience on our website. 
12. To understand the demographics of our website visitors. 
13. To detect security incidents. 
14. To debug, identify, and repair errors that impair existing intended functionality of our 

website. 
15. To protect against fraud, malicious or illegal activity and prosecute those responsible. 
16. To verify and respond to member and consumer requests. 
17. To prevent identity theft. 
18. JOB APPLICANT PURPOSES: 

a. To fulfill or meet the purpose for which you provided the information. For example, if 
you share your name and contact information to apply for a job with Nuvision, we will 
use that Personal Information in connection with your candidacy for employment. 

b. To comply with local, state, and federal law and regulations requiring employers to 
maintain certain records, as well as local, state, and federal law, regulations, 
ordinances, guidelines, and orders relating to COVID-19. 

c. To evaluate your job application and candidacy for employment. 
d. To obtain and verify background check and references. 
e. To communicate with you regarding your candidacy for employment. 
f. To reduce the risk of spreading infectious diseases in or through the workplace. 

19. INDPENDENT CONTRACTOR PURPOSES: 
a. To fulfill or meet the purpose for which you provided the information. 
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b. To comply with state and federal law and regulations requiring businesses to 
maintain certain records (such as accident or safety records, and tax records/1099 
forms). 

c. To engage the services of independent contractors and compensate them for 
services. 

d. To evaluate, make, and communicate decisions regarding an independent 
contractor, including decisions to hire and/or terminate. 

e. To grant independent contractors access to secure Nuvision facilities, systems, 
networks, computers, and equipment, and maintain information on who accessed 
such facilities, systems, networks, computers, and equipment, and what they did 
therein or thereon. 

f. To implement, monitor, and manage electronic security measures on independent 
contractor devices that are used to access Nuvision networks and systems. 

g. To evaluate, assess, and manage Nuvision’s business relationship with vendors, 
service providers, and contractors that provide services to the Credit Union. 

h. To improve user experience on Nuvision computers, networks, devices, software 
applications or systems, and to debug, identify, and repair errors that impair existing 
intended functionality of our systems. 

i. To reduce the risk of spreading infectious diseases in or through the workplace. 
 
We do not and will not use or disclose your sensitive personal information for purposes other 
than the following:  

1. To perform the services reasonably expected by an average consumer or employee who 
requests those services. 

2. To detect security incidents that compromise the availability, authenticity, integrity, and 
confidentiality of stored or transmitted personal information. 

3. To resist malicious, deceptive, fraudulent, or illegal actions directed at the business and to 
prosecute those responsible for those actions. 

4. To ensure the physical safety of natural persons. 
5. For short-term, transient use.  
6. To perform services on behalf of Nuvision. 
7. To verify or maintain the quality or safety of a product, service or device that is owned , or 

controlled by Nuvision, and to improve, upgrade, or enhance the service or device that is 
owned, or controlled by Nuvision. 

8. For purposes that do not involve inferring characteristics about the consumers, contractors, 
and applicants.  

 
SELLING PERSONAL INFORMATION 
We do NOT and will not sell your personal information in exchange for monetary or other 
valuable consideration. We do not share your personal information for cross-context behavioral 
advertising. 
 
ADDITIONAL INFORMATION 

1. Access our website at https://nuvisionfederal.com/disclosures/ccpa/    
2. Call our Member Contact Center at 800-444-6327.  
3. Inquire at any of our California branch locations. 

https://nuvisionfederal.com/disclosures/ccpa/

